ABSTRACT

The concept of the Internet of Things, where small things become available in the Internet and get connected with each other for the purpose of advanced applications, raises many new open challenges to research. This even increases when considering large-scale Internet-of-Things (IoT) configurations, which is the focus of our Very Large Internet of Things (VLIoT) workshop. We recognize that the IoT research community is very active and the industry continuously develops novel IoT applications for daily live. Hence we received many high-quality submissions, from which we accepted 7 to be introduced in this editorial.
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1 INTRODUCTION

The COVID-19 pandemic [2] still affects daily lives, but risks seem to be predictable nowadays, such that most COVID-19 confinements have been released in most countries. Hence there is a back to nearly normal live and work, such that the number of research contributions is again increasing besides those directly dealing with the COVID-19 pandemic. As a matter of fact, although we got submissions where COVID-19 plays a major role, the accepted paper’s topics don’t deal with COVID-19 any more, but contain other Internet of Things (IoT) contributions.

The IoT is not only about small devices, but also the interplay between them and the user with the goal of higher-level applications [8]. Research questions may arise to optimize the communication regarding message number and sizes [10], the processing to speed up performance [9], and minimize latency for optimal user experiences and power consumption to increase battery lifetime. High availability is often achieved by intelligent replication of data and processing. Masses of data are generated by the IoT devices, which are often processed and aggregated by streaming engines the components of which are placed along the topology of the IoT devices. Intelligent utilization of the heterogeneity of the IoT environment is another key for the success of IoT systems. There is a strong need of all IoT systems and applications to be designed for security and privacy [7]. Hence, research in the area of IoT tackles these areas in combination with other areas like databases, security and cryptography, machine learning, Semantic Web, networks, operating systems, smart home and cities applications, distributed systems,
compression, blockchains and many more.

Since its first edition in 2017 the main goal of the VLIoT workshop has been to bring together academic researchers and industry practitioners working in the broad field of IoT and related subjects, and to allow them to present and exchange their research findings, their experience and share their vision about the future of IoT at a very large scale. Besides the above mentioned issues, this workshop also intended to discuss other related topics, such as coordination between fog-, edge-, and dew-computing in IoT, Connected Nanotechnology, Artificial Intelligence for IoT (AIoT), Internet of Vehicles, Connected Automated Vehicles, and others.

This year’s edition of the VLIoT workshop features two keynote speaks from high-level researchers about large-scale, heterogeneity-aware and trustworthy federated learning by Yiran Chen and hologram-type communication by Ian F. Akyildiz.

2 VLIoT CALL: TYPES OF PAPERS

This sixth edition of VLIoT solicited papers of different types containing contributions describing original ideas, promising new concepts, and practical experience, namely:

- Research papers: proposing new approaches, theories or techniques related to IoT, including new data structures, algorithms, whole systems, and frameworks. They should make substantial theoretical and empirical contributions to the research field.
- Experiments and analysis papers: focusing on the experimental evaluation of existing approaches including data structures and algorithms for the IoT and bring new insights through the analysis of these experiments. Results of experiments and analysis papers can be, for example, showing benefits of well known approaches in new settings and environments, opening new research problems by demonstrating unexpected behavior or phenomena, or comparing a set of traditional approaches in an experimental survey.
- Application papers: reporting practical experiences on Internet of Things applications. Application papers might describe specific application domains in the IoT such as smart homes/offices/cities, continuous health care, waste management, emergency response, intelligent response, and Industry 4.0.
- Vision papers: identifying emerging or future research issues and directions, and describing new research visions in the IoT area that may have a great impact on our society.

3 VLIoT CALL: TOPICS OF INTEREST

The VLIoT 2022 solicited papers in the following, non-exclusive, list of topics:

- Semantics and Spatial and temporal reasoning for IoT
- Privacy-by-design and security-by-design in IoT
- System architectures for IoT, e.g. things-, data-, event- and service-centric.
- IoT applications including smart homes, smart cities, healthcare, etc.
- Internet of Nano Things, Nano Computing and Communications.
- IoT programming toolkits, frameworks and evaluation test-beds
- IoT data mining and analytics
- IoT management and interoperability
- Management of distributed data streams
- Enabling technologies and standards for the IoT
- Sustainability of IoT platforms, e.g. business models for deployment and maintenance
- Societal challenges and IoT, e.g. urban planning and decision making tools
- Ownership of data in IoT scenarios
- Fog, Edge and Dew Computing for IoT
- IoT benchmarks and performance measurement
- Indexing and search in IoT environments, discovery of devices, services and data
- IoT transactions, concurrency control and recovery
- Hardware accelerators and energy savers for IoT applications and core infrastructure

4 SUMMARY OF THE ACCEPTED PAPERS

In total, seven papers [4, 12, 11, 5, 1, 3, 6] from 15 submissions were accepted for presentation at the workshop.

The authors of [4] develop and present a simulation framework to offer MQTT-based on publish/subscribe architecture that can also support the LoRaWAN communication standard. One of the widely used publish/subscribe protocols that are widely used in publish/subscribe architectures of IoT environments is MQTT, where a broker acts among publishers and subscribers to relay data on certain topics. MQTT’s large-scale and quick deployment for IoT environments with a widely used wireless MAC layer protocol such as LoRaWAN has not been thoroughly tested. Hence the authors utilize NS-3’s LoRaWAN library and integrate it with a broker that connects to other types of publishers/subscribers to enable unicast capability from the broker to LoRaWAN end-devices while supporting multiple topics at the broker. The authors assess and analyze the performance at scale for several scenarios under this IoT architecture.
The authors of [12] propose an end-to-end patient monitoring application that includes a data processing system running at the edge of IoT deployments avoiding latency bottlenecks and security risks of state-of-the-art cloud-based solutions, an easy-to-use UI displaying the available vital parameters, and the integration of machine learning for the prediction of the patients’ health state. The authors describe their real-world patient monitoring scenario for hemodynamic and pulmonary decompensations, which are dynamic and life-threatening deteriorations of lung and cardiovascular functions. Furthermore, the authors envision the infrastructure of an IoT ecosystem for a multi-hospital scenario that enables geo-distributed medical participants to contribute data to the application in a secure, private, and timely manner.

The authors of [11] propose a 3D Histogram based Categorical Anomaly Detection (HCAD) solution to monitor categorical sensor data (rather than numerical readings) in IoT. HCAD is based on a histogram model with the three dimensions categorical value, event duration and frequency for profiling normal working states of IoT devices. HCAD automatically determines the range of normal data and anomaly threshold requiring very limited parameter setting being applicable to a wide variety of different IoT devices. The authors test the proposed solution integrated it into an online monitoring system on real IoT datasets such as telemetry data from satellite sensors, air quality data from chemical sensors, and transportation data from traffic sensors. In extensive experiments, HCAD achieves higher detecting accuracy and efficiency than state-of-the-art methods.

The authors of [5] present the ORBiDANSe project which is building a bridge between two technologies. Generally, datacube deployments are aiming at large scale, data center environments accommodating Big Data and massive parallel processing capabilities for achieving decent performance. A downscaling experiment has been proposed in this work. A datacube engine, rasdaman, has been ported to a cubesat, ESA OPS -SAT, and is operational in space. Effectively, the satellite thereby becomes a datacube service offering the standards-based query capabilities of the OGC Web Coverage Processing (WCPS) geo datacube analytics language. This contribution will pave the way for on-board ad-hoc processing and filtering on Big EO Data in substantially shorter time.

The authors of [1] propose an implementation on the Web of Things (WoT) discovery and name it as WoTHive to address the syntactic and semantic functionalities specified in the discovery described by WoT. This work initiate the benefits the Semantic Web technologies bring to discovery in WoT. WoTHive is tested on different experiments and reports that the implementation is technically sound for CRUD operations and that its semantic discovery outperforms the syntactic one implemented. As a future scope, the experimentation will be extended to add queries that rely on the federation and show how the overall WoT discovery can benefit from this mechanism that only exists for semantic discovery.

The authors of [3] introduce IoT Hub as a Service (HaaS), which is a data-oriented framework to enable communication interoperability between the ecosystem’s entities in order encounter today’s fragmented nature of IoT due to the enormous number of different IoT things, the format of reported information, communication standards, and the technologies and frameworks for developing IoT applications. The framework’s main concept are Cards, which are programmable objects representing things’ information, reported data items, and developers’ applications. The framework maintains indexes of cards’ meta-data supporting interoperability, data management, and application development. Within the framework’s functionalities, users can create virtual smart spaces (VSS) to define cards’ accessibility and visibility. By supporting four types of Cards - participating IoT things, data items, VSS, and applications - the framework dynamically creates, updates, and links the cards throughout the life-cycle of the different entities, and facilitates the development of synchronous and asynchronous applications.

The authors of [6] deal with Industry 4.0 scenarios and in particular with smart manufacturing lines consisting of multiple connected machines. Due to machine to machine communication over a network between the machines, a huge amount of data is generated during manufacturing. This emerging data flow is an inherent and essential part of today’s industry for the purpose of improving processes and thus, product quality, by analyzing the collected manufacturing data. However, a high level of data quality is a precondition to adequately make use of the collected data and good analysis results. Hence, the authors address the important issue of inconsistent data in smart manufacturing and present an approach to automatically generate SPARQL queries for validation of manufacturing data in Industry 4.0 scenarios.

5 SUMMARY AND CONCLUSIONS

The IoT domain offers many chances for interesting research and as result of it interesting applications for daily life improving the living conditions and conveniences of its users. We recognize that there is a shift in IoT research going away from very special limited topics and more and more researchers try to offer
complete systems providing solutions for large scale IoT configurations as well as IoT applications in specialized areas like those of the medical domain. However, still many visions need to be realized having space for many years of research.

We wish you interesting hours when studying the contributions of this year’s Very Large Internet of Things (VLIoT) workshop.
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